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Abstract

Location fingerprinting is a technique for location sens-
ing on 802.11 Wireless Local Area Networks (WLANs), us-
ing commodity WLAN cards and no additional hardware
tags. Location fingerprinting is a two-phase process. First,
a radio map of observed Signal Strength (SS) values from
different locations are recorded during an offline calibra-
tion phase. Then, in real time, SS values observed at a
users mobile device are compared to the radio map val-
ues using proximity-matching algorithms in order to infer
current user locations. We present Locus, a software-only,
platform-independent tool for location fingerprinting on
802.11 WLANs. Locus has an object-oriented design, and is
implemented in Java with graphical display in Scalable Vec-
tor Graphics (SVG). While several proximity-matching al-
gorithms have been proposed, very little research has eval-
uated their performance on existing wireless networks. Us-
ing Locus as a framework, we experimentally compared
the performance of two proposed proximity-matching al-
gorithms and also quantified the variance of observed SS
values on five mobile devices. We find that in practice, due
to issues such as access point occlusion from certain lo-
cations, in-building interference effects on signal strengths,
calibration and signal strength detection difficulties on cer-
tain mobile platforms, the behavior of proximity-matching
algorithms can be mobile platform and wireless network de-
pendent, and can not always be generalized.

1. Introduction

IEEE 802.11 Wireless Local Area Networks (WLANs)
have become widely deployed and are fuelling a wide
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range of location-aware computing applications. Accurate
user location information enables a wide range of location-
dependent applications. Users may request to print to the
closest printer, tourists may receive rich contextual infor-
mation about their current location and in geocasting, net-
work packets may be routed to users at a specified location.

The Global Positioning System (GPS) is currently the de
facto standard for location sensing in outdoor wireless en-
vironments. However, GPS does not work well in indoor
WLAN environments. Moreover, GPS requires dedicated
hardware. Location sensing on 802.11 networks using com-
modity Network Interface Cards (NICs) and no additional
tags or hardware is attractive due to its reduced cost, eas-
ier deployment and use, and improved indoor functionality.
Additionally, a software-only solution can be integrated as
a location sensing module of a larger context-aware appli-
cation on infrastructure wireless LANs.

Location fingerprinting is an increasingly popular loca-
tion sensing technique which involves a two-phase process.
First, received signal strength values (or radio map) from
all Access Points (APs) at selected locations in a building
are recorded during an offline calibration phase. Then, dur-
ing the online phase, proximity-based matching algorithms
are used to infer a user’s location by comparing the cur-
rent observed signal strength value to the pre-recorded val-
ues in the radio map database.

We present Locus, a software-only platform independent
tool for location sensing on 802.11 wireless LANs with dis-
play in Scalable Vector Graphics (SVG). Locus was de-
signed using object-oriented techniques and implemented in
Java. Specific platform-independent modules are clearly ab-
stracted and wrapped in Java Native Interface (JNI) classes.
Specifically, we integrated WRAPI, a third party library for
retrieving signal strength into our framework using JNI.
Using Locus as a framework, we implemented and exper-
imentally compared the accuracy of two previously pro-
posed proximity-matching algorithms for inferring user lo-
cations, namely, a simple threshold elimination method and
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a euclidean-distance-based algorithm. We also measured
the variance of observed signal strength values on differ-
ent laptops.

Locus was extensively tested in the Worcester Polytech-
nic Institute (WPI) library building. We found that in prac-
tice, due to issues such as access point occlusion from
certain locations, in-building interference effects on signal
strengths, calibration and signal strength detection difficul-
ties on certain mobile platforms, the behavior of proximity-
matching algorithms can be mobile platform and wireless
network dependent, and can not always be generalized. We
are currently using Locus as a foundation to develop a wide
range of location-aware applications and modules within
our ubiquitous computing university campus environment
and plan to release Locus to the research community.

The rest of this paper is as follows. Section 2 presents
a taxonomy of location sensing techniques, section 3 gives
an overview of the location fingerprinting technique used in
our Locus tool. Section 4 presents an overview of Locus in-
cluding a usage scenario, our design goals, envisioned lev-
els of localization, design and implementation. Section 5
outlines our main results including performance analysis of
Locus. Section 6 discusses our results, section 7 outlines re-
lated work and section 8 are our conclusions.

2. Location Sensing Taxonomy

There are several different approaches for determining
the location of users on a wireless network. The most pop-
ular and commercially adopted approach is GPS which
works best in outdoor locations [8].
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Figure 1. Location Sensing Taxonomy

Location sensing techniques can be divided into three
general categories: scene analysis, triangulation and prox-
imity. Figure 1 presents a categorization of the location

sensing techniques. [5] and [8] provide a good background
and explanation of these location sensing techniques.

3. Location Fingerprinting

Our goal was to utilize a location sensing technique that
worked well indoors and did not require additional hard-
ware as is required by GPS and some other tag and sensor
based approaches. The approach that we adopted was loca-
tion fingerprinting where we used different proximity algo-
rithms to calculate the users location. An overview of the
location fingerprinting approach is now presented.

Location Fingerprinting or proximity matching is a lo-
cation sensing technique in which a users location is deter-
mined by using a known set of values and comparing them
against an observed value. Our approach is two phased: of-
fline or calibration and online or run time phases. During
the calibration phase of this process, the MAC address and
signal strength of up to three visible access points are mea-
sured by a user using a notebook computer. These values
are stored in a tuple data structure and the tuple is associ-
ated with a known coordinate. The point-tuple association
is stored in a database or radio map for future use. Dur-
ing the online phase, to determine user location, the signal
strengths of visible access points are again measured and
stored into a tuple. The tuple observed during runtime is
then compared against tuples stored in the database. When
a match is found then the coordinates of the stored tuple are
returned. Various proximity-matching algorithms can then
be used to compare the stored signal strength values to the
observed real time values in order to infer a user’s loca-
tion. This approach allows us to determine the users loca-
tion to within proximity of a pre-calibrated known location.
By measuring more tuples during the calibration phase and
minimizing the average distance between calibrated loca-
tions, the resolution of the process can be increased. Addi-
tionally, interpolation and signal propogation modeling can
be used to infer locations between two pre-calibrated points,
and improve accuracy.

Location fingerprinting is not immune to the effects of
radio interference. However, since the pre-calibration val-
ues already include the effects of interference, building ma-
terial construction and radio propagation effects, these ef-
fects are implicitly accounted for. In our system we assume
that there will be sources of interference but for the most
part the sources and amounts will not vary. For example
we assume that the building structure will not change and
new walls or large pieces of furniture will not be added or
moved. In the event that such a change does occur that par-
ticular floor where the change occurred can be recalibrated.
If the sources and amounts of interference do not change
then it is reasonable to assume the same signal strength
reading will be measured at a given point during different
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times, though this value will represent the effects of inter-
ference caused by walls and furniture between the AP and
the user. The amount of interference is irrelevant to our ap-
proach as long as the amount stays consistent. Furthermore
the signal strength tuples for a given point should be unique
for a given point and the same combination of three MAC
addresses and signal strengths should not occur for more
than one point. Once we were able to store unique tuples
for each point that we went to during calibration then we
were able to observe a tuple during run time and find the
closest match amount the prerecorded tuples. The user lo-
cation was then inferred to be the location at which the pre-
recorded tuple was measured.

Sources of error in location fingerprinting include the
fact that observed signal strength fluctuates over time, and
varies with location and user direction especially for the
non-directional antennae that are common in mobile de-
vices. Finally, since different mobile devices will return dif-
ferent nominal values for signal strength at the same loca-
tion, calibration on one computer and inference on another
will introduce errors.

4. Locus

Locus is a tool that we developed for indoor location
sensing system using location finger printing techniques. In
this section we present a typical usage scenario, our design
goals and requirements including envisioned levels of local-
ization, the object oriented system design, and details on the
implementation of Locus.

4.1. Usage Scenario

In order to make our vision of Locus more concrete, a
typical usage scenario is now presented.

John Smith is a new freshman at WPI. Before coming to
school he learns about the extensive coverage of the wire-
less network on campus. He decides to purchase a PDA
equipped with a Wireless network card. This year, WPI has
decided to adopt the WLAN location sensing technology
called Locus, created by former students Ali Taheri and
Arvinder Singh. Johns first class assigns a chapter to be
read from a book in the WPI Gordon Library. John does
not know his way around WPI yet, so he decides to down-
load the Locus software from the web. After loading the soft-
ware on his PDA, John is presented with a map of the WPI
campus with a blinking dot. This dot indicates Johns cur-
rent location on campus. From a list of locations he selects
the library and the software displays the directions on how
to get to the library. At the library he uses the wireless web
browser on his PDA to look up the book that he is looking
for. The library has recently integrated its database with an
implementation of the Locus. When John finds the book in

the library database he is also able to see on his map where
in the library the book is located and how to get there.

4.2. Design Goals

In designing our location sensing system, we laid out
several design goals to guide our efforts. First of all,
we wanted a software-only, platform-independent solu-
tion which could be easily configured, utilize commodity
Network Interface Cards (NICs) and run on existing wire-
less LANs since many organizations such as WPI have al-
ready invested large amounts of money and time on the
deployment of wireless access points, and many mo-
bile clients already have wireless network adaptors.
A software-only solution will utilize this infrastruc-
ture and not impose any additional costs in terms of time
or money other, than what is required to configure the soft-
ware.

We also wanted a modular design to ease concurrent de-
velopment of components, design flexibility and expand-
ability, and easier testing. In this project the graphics mod-
ules and location sensing modules should be developed and
tested concurrently but also independently. By developing
the software as independent modules different graphical in-
terfaces could be developed and the software could be ex-
panded in ways not apparent during the initial design phase.
Finally, a modular design encourages the use of Locus as a
location module in a larger context-aware application.

An intuitive GUI which would display the (x,y) coordi-
nates of the users’ locations in an intuitive and concise man-
ner, was also desirable. Finally, since, it was expected that
the system will require a certain amount of configuration be-
fore it is ready for run time, we wanted a system with a sim-
ple setup and generation of building and floor maps

4.3. Levels of Localization

We envisioned several that Locus would support multi-
ple levels of localization. Specifically, Where Am I (WAI)?,
Where Are You (WAY)?, and Where Are They (WAT)?, are
three questions to which a physical location is the answer.
These three questions also form the basis for the design of
the Locus location sensing solution. With WAI, a user or
client is interested in finding out where he or she is located.
People who use a handheld or in-car GPS unit are essen-
tially using a WAI type of a system. The usage scenario out-
lined in section 4.1 is based on WAI localization WAY is the
connecting of two different WAI system through a network-
ing interface. Once a client is able to determine its own lo-
cation, other clients can request that information. In WAY
the layer that sits on top of WAI will involve the sending of
request messages for a clients location and responses that
contain the location.
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A WAT system is envisioned as an administrative tool
for monitoring the location of various authorized clients
and potentially the detection of unauthorized clients on the
WLAN. WAT would work very similar to WAY; however,
the administrative software only sends request for clients
location and the clients respond with their location. This
project primarily focussed on the development of a WAI
system which is the foundation for the other systems. WAY
and WAT development is envisaged as future work.

4.4. Object-Oriented Design

Installation Configuration Calibration
Main

Application

Locus Typical Application Flow

Figure 2. Flow of Locus Application

Figure 2 shows the flow of the Locus application. First a
user retrieves and installs the Locus code base on her mo-
bile device. Next comes a configuration phase in which she
loads the necessary maps of the buildings of interest and as-
signs them names which conforms to a format which is de-
scribed in [1]. Next comes the calibration phase in which
the radio map, or database of signal strengths from different
Access Points (APs) from different locations in the build-
ing/floor, is populated. Finally, Locus enters the main appli-
cation in which it is able to infer the user’s location based
on received signal strengths.

In order to meet our goal of having a modular and flexi-
ble system, Locus was designed as different components or
subsystems that interact with each other and can be imple-
mented, tested, and changed independently with no impact
on the rest of the system as long as the subsystem inter-
faces do not change. More details about the design of Locus
can be found in [1].

4.5. Implementation Details

The Locus design was primarily implemented in Java in
order to meet the platform independence goal. The agent
subsystem uses the Wireless Research API (WRAPI) [9], a
third-party module for retrieval of signal strengths. WRAPI
was developed in C++ for the Microsoft Windows XP op-
erating system. To clearly separate this system dependent

Operating System
(Windows XP)

Locus

    Mobile Device
       (Laptop)

Wireless
NIC

WRAPI

Graphical  Display (SVG)

JNIJava Virtual Machine

Proximity-matching algorithms

Figure 3. Locus Architecture

component from the rest of the system, a Java Native In-
terface (JNI) class was created to handle the communica-
tion. If hardware communications or signal strength detec-
tion components are developed for other operating systems,
they can be easily integrated into the system as long as they
use the same JNI interface. The Locus graphical interface
uses the Batik API for manipulating SVG files and content.
Figure 4.5 shows Locus’ architecture as implemented.

5. Results

In this section, our main results are summarized. Our
methodology and algorithms allowed us to locate on what
part of a floor of a building a user is located. The floor level
accuracy varied during our development testing, but a ma-
jority of the trials resulted in the system loading the cor-
rect floor map or not loading a map (as opposed to loading
an incorrect map which we consider to be less accurate than
not loading a map). In some of the cases, repeated request
would eventually result in the right map being loaded. After
review of our implementation we believe that system faults
lie in calibration and not necessarily in the location sens-
ing algorithm. Once the system was able to load the correct
floor map the system was able to determine the clients co-
ordinate approximately half of the time.

In addition to achieving our location sensing goals we
were also able to create a high quality interface using SVG
to display location. The user interface for Locus is designed
using Java swing components and the Batik SVG Toolkit.
The map area of the map is a mix of dynamic and static SVG
content and is implemented as multiple layers. The bottom
layer displays a static map of a building floor which has
been converted from CAD drawings of actual floor plans.
The layers on top of the map are transparent and used to
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Subsystem Function

Main Application entry point and driver
Agent Communications with wireless network card to retrieve AP signal strengths (SS)
Location Algorithms for calculating location based on recorded and observed AP SS.
Graphics Recording of coordinate during calibration and coordinate display at runtime
Network Communication between different clients. Future development

Table 1. Locus Subsystem Overview

Figure 4. Locus Screenshot

display non-static information. Each layer can be dedicated
to unique elements, and newer layers can be added on top
as need be. For instance, resources such as printers could
be placed on different layers. The composite SVG image
is then generated at runtime using java calls to the Batik
toolkit. Additionally there are zooming and panning fea-
tures that allow users to easily navigate the map. This re-
sults in a high quality, interactive and highly customizable
interface for displaying maps and other context related in-
formation. Figure 4 displays the current look of Locus.

5.1. Performance Analysis

This section contains results of performance tests of Lo-
cus at WPI. Worcester Polytechnic Institute (WPI) has an
extensive data network and has been consistently ranked
among Americas most wired colleges. 1 The Universitys
network consists of various computers in labs, offices, dor-
mitories and fraternities, and also other devices such as file
and print servers and network printers.

1 Based on results of Yahoo Internet Life survey

Figure 5. Map of WPI Wireless LAN coverage

The WPI Wireless LAN currently has approximately 60
Access Points throughout campus, with the number soon
expected to reach about 160. The WPI Wireless LAN uses
the 802.11b standard. Most buildings on WPIs main campus
are covered by the WPI Wireless LAN. Figure 5 highlights
the areas on campus with wireless coverage. All buildings
with wireless access are shown in red. Although the wire-
less network officially exists within each of the listed build-
ings, in some cases it is possible to get wireless connectiv-
ity outside these buildings. An approximation of this area is
shown by the ellipses on the map.

We configured and tested Locus in the WPI Gordon li-
brary (building 13), which has seven APs, two on each floor
and one on the lower level. Our performance tests included
studying the variance in signal strengths in indoor locations
since that is a possible cause for error in location sensing.
We concentrated on two possible cases where such errors
in signal strength could be critical to determining exact lo-
cation. The first case focused on measuring the variance of
signal using the same hardware setup on the same location
but facing different directions. In the second case we used
different laptops and measured signal on the same location
and direction.

Signal strength variance measurements: Figures 6 and
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Model Operating System Wireless NIC Wireless NIC chipset

Laptop 1 HP Pavilion ZT1000 Windows XP Professional Microsoft MN-520 Prism2/2.5/3
Laptop 2 HP Pavilion ZT1185 Windows XP Professional Trendware - TEW-226PC Realtek
Laptop 3 Dell Inspiron 8500 Windows XP Professional Dell TrueMobile 1300 Broadcom
Laptop 4 IBM ThinkPad Windows XP Home Linksys 802.11b PCMCIA Prism2/2.5/3
Laptop 5 Dell Inspiron 8500 Windows XP Professional Microsoft MN-520 Prism2/2.5/3

Table 2. Configuration of Laptops Tested
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Figure 6. Signal variance on different laptops

7 illustrate the results of the tests that we conducted to in-
vestigate the variance of observed signal strength values on
five different laptops. Table 2 gives the configurations of the
laptops tested. Each laptop showed different signal strength
values with the difference varying from around 3 units up
to 31 units in the illustrated test case. The variance of signal
strength over different directions was not relatively lower
but still enough to affect accuracy. The data clearly indi-
cated that signal strength does vary over direction, time and
hardware and future algorithms for indoor location sensing
should try and account for this error in order to improve ac-
curacy.

Proximity-matching algorithm comparison: We also
compared two matching algorithms to select one for
use in locus, namely, least threshold and Euclidean dis-
tance [2] with plans to implement a third using joint prob-
ability distribution in the near future. The first two are
similar in nature and measure distance between sig-
nal strength values for the relative Access Points. Start-
ing with a high threshold value, the least threshold
method eliminates all signal fingerprints that have a dif-
ference from the observed signal strength greater than the
assumed threshold value. This threshold value is gradu-
ally reduced until only one match is left from the recorded
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Figure 7. Signal variance with direction

signal fingerprints, which is the closest match. In the Eu-
clidean distance method we measure the distance be-
tween signal values using the Pythagorean distance for-
mula and the fingerprint having the least distance is the
closest match. The formula for the Euclidean distance be-
tween two sets of signals [x1, x2, x3] and [y1, y2, y3] is
given as

√
(x1 − y1) + (x2 − y2) + (x3 − y3)

Table 2 illustrates a test case comparing the two algo-
rithms. Surprisingly, the results were identical for Euclidean
Match as well as Threshold Matching with both giving the
same error for the same test. The Euclidean method was
still preferred over the Threshold match, since over a larger
set of test runs the Threshold algorithm sometimes failed to
bring up any matches at all. The joint probability method
can further reduce errors shown by the previous algorithms.
The joint probability method [6] compares the observed val-
ues against a larger set of data per fingerprint. At each point
during the offline fingerprinting phase, multiple signal val-
ues are recorded and a probability value is attached to each
unique signal values observed over a period of time. This
way we have actual signal strength values instead of an av-
erage value per point. If most of the signal strength varia-
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Test Number Actual closest fingerprint Euclidean match Threshold match

T1 2 2 2
T2 2 2 2
T3 4 4 4
T4 5 5 5
T5 7 7 7
T6 9 12 12
T7 10 10 10
T8 11 11 11

Table 3. Comparison of proximity matching algorithms

tions are accounted for in the recorded data, then the online
matching becomes less prone to errors.

6. Discussion

In this section we discuss some of our main achieve-
ments in this project and share some lessons learned and
challenges including sources of error and mobile device and
WLAN-specific difficulties encountered in the development
process. We also faced some difficulty initially with compil-
ing and building WRAPI which mostly had to do with the
proper files being included and correct options being set in
Visual Studio.

Sources of error: There are two categories of inaccu-
racy with the system: inherent and runtime. The inherent
inaccuracy is due to the calibration resolution. The calibra-
tion resolution is the number of points that the user goes to
and records signal strength values at. Currently this is fixed
at 10 points for a given floor which splits up the floor into
a grid composed of 10 blocks. Therefore the best case re-
sults would place the client in the correct grid whose di-
mensions are dependent on the size of the floor. The more
points at which a user goes to during calibration, the higher
the resolution (i.e. more blocks), and the closer the center
of a block will be to the clients actual location. Runtime in-
accuracy causes the clients location to be displayed in the
wrong block. Two examples of runtime inaccuracies that we
observed were the location updating incorrectly, or the loca-
tion not updating even if the user was moving. Next, some
of the challenges we faced which we believe to be some
of the sources for the inaccuracy issues, are discussed. The
challenges we faced included the 1-AP problem, location
by associated AP and callibration issues. These are now dis-
cussed in more detail.

1-AP Problem: During the implementation of the agent
subsystem we ran into a problem which became known as
the 1-AP bug. The WRAPI application was simply sup-
posed to print out the list of visible APs and their respec-
tive signal strengths. When we ran the application we only
received data for one AP and after subsequent executions

we repeatedly received the same one item list with no up-
dates to the signal strength.

Upon consultation with Network Operations we dis-
covered one of the security precautions that they em-
ploy is to disable broadcast messages sent by all APs
at WPI. These messages are essentially announce-
ments to any nearby clients that a wireless network
is present and there is an AP to associate with. Dis-
abling these broadcasts can prevent certain unauthorized
users from detecting that a network is present. Follow-
ing up on this lead, the broadcast messages were turned
on by Network Operations for all the APs in the WPI li-
brary. This time when we tested the application, we
were able to get a list from WRAPI with the same num-
ber of items as there were visible APs. All APs which
WRAPI is meant to work with must have broadcast mes-
sages turned on; otherwise WRAPI will not function prop-
erly and will result in a 1-AP problem. We were unable to
find any information in the WRAPI documentation stat-
ing this requirement. Once we had solved the 1-AP problem
we received the right number of items from WRAPI; how-
ever, we received garbage values for all but the first item
in the list. This problem was addressed in detail in the ap-
pendix in [1]

Location by Associated AP: In [1], we discussed our cur-
rent approach for calibration and for determining the floor
that the client is located on. Determining the floor is im-
portant because it is a prerequisite to being able to calcu-
late the coordinates. Our first attempt at finding the correct
floor used the AP that the client was associated with.

When Locus is started, a network is specified to attach
to. By specifying a network to attach to WRAPI also asso-
ciates with an AP and provides a method to return the MAC
address of the associated AP. We initially made the assump-
tion that WRAPI would always associate with an AP that is
physically located on the same floor as the client. The rea-
soning behind this assumption was that there should be less
interference between the client and APs on the same floor
as opposed to APs on another floor of the same building.
Before calibration we created a list that contained the rela-
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tionship between each AP and the floor that they were lo-
cated on. Once we retrieved the MAC address of the asso-
ciated AP, we did a reverse lookup to determine the floor.
The logic in this approach is sound except that our assump-
tion did not hold true and WRAPI did not always associate
with an AP on the same floor as the client. This resulted in
Locus determining that the client was on the second floor
when it was really on the third floor. Identifying the cor-
rect building using this assumption is more likely but is still
not guaranteed.

In order for this approach to work a set of criteria must be
developed that would identify APs which are most likely to
be on the same floor as a client. Such criteria would likely
start with a check to find out which AP has the strongest
signal strength value. Other characteristics of the wireless
medium such as signal to noise ratio might be worth in-
vestigating. Once the criteria has been defined, then new
method, for example associateSameFloorAP(), would have
to be added to WRAPI . This method would return a MAC
address of the AP or APs that are on the same floor.

Calibration Issues: During the test runs of Locus we
observed a strange problem reminiscent of the 1-AP prob-
lem and the WRAPI hardware independence investigation.
When Locus is being calibrated, the user goes to a fixed
number of points and the software records the coordinates
of that point and the signal strengths of the visible APs. On
many occasions after recording data for a several points we
noticed that the observed values were not refreshing. When
using our HP laptop with the Microsoft wireless adaptor
the observed values would stop refreshing after a while and
would not start to refresh again until Locus was restarted.
On our Dell laptop Locus does not work properly because
WRAPI does not work properly. However once we take the
Microsoft adaptor form the HP laptop and use it in the Dell
laptop then WRAPI works as expected and so does Locus.
This laptop and adaptor configuration also results in better
refreshing of the values. We noticed that we did not have
to restart Locus all the time to get the values to refresh.
Once they have stopped refreshing they would start refresh-
ing again after a short time.

Our calibration problems have two major impacts. First,
because of the refreshing problem not all the stored values
are going to be correct. If we have an invalid database to
compare against during run time, then we are sure to have
inaccuracies when determining the location. The second im-
pact of this problem is on our design. The agent subsystem
is supposed to be platform and hardware independent; how-
ever, the agent behaves differently under different hardware
configurations. The solution might involve using a differ-
ent core instead of WRAPI for the agent subsystem or mod-
ifying WRAPI so that it can handle the different hardware
configurations. This solution would only be practical if the
number of special cases were small.

Overall, We are satisfied with the results we achieved for
a proof-of-concept; however further testing and investiga-
tion into the challenges are recommended.

7. Related Work

Due to the the widespread adoption of 802.11 WLANs,
indoor location sensing is currently an active area of re-
search. The Ekahau Positioning Engine [4] and Newbury
Networks [7] are two of the leading commercial products
on the market. In academic literature, Radar [2] and Nib-
ble [3] are two location sensing systems.

8. Conclusions

We have presented Locus, a software-only, platform-
independent tool for tag-less location sensing on infras-
tructure 802.11 WLANs. Locus implements the location
fingerprinting technique in Java with display in Scalable
Vector Graphics (SVG). Locus was extensively tested in
the Worcester Polytechnic Institute (WPI) library and was
used as a framework for implementing and experimen-
tally comparing two proposed proximity-matching algo-
rithms. The observed signal strengths on different mobile
devices were also compared to quantify cross-platform is-
sues. It is our hope that the Locus tool shall serve as a
good framework for comparing the performance of various
proposed proximity-matching location fingerprinting algo-
rithms on existing wireless LANs, as well as present a lo-
cation sensing module for building context-aware applica-
tions on WLANs.
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